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Abstract: Recently, many number of research has resulted that the opinion sources as product reviews, forum posts, and blogs. Ranking the fraud mobile App with more ratings is a fraudulent or deceptive activities which have an intention to indicate that Apps in the popularity list. It becomes an added advantage for the App developers to increasing their Apps’ sales or posting higher ratings, to commit ranking fraud. Though the importance of preventing ranking fraud has been already recognized, there is only limited research and work has been done in this area. The existing research focuses on classification and summarization of opinions using online analytical processing and data mining techniques. In this proposed system a holistic view of ranking fraud and propose a fraud detection system for mobile Apps. Specifically, we first propose to locate the ranking fraud by mining the leading sessions, of mobile Apps. We further investigate three types of evidences, i.e., ranking, rating and review, based on mobile Apps’ ranking, rating and review behaviours. Based on these records and analysis, we can generate the report on fraud detection. To aggregate these reviews, OLAP data aggregation method is used. In the proposed system, user feedbacks can be collected. These feedbacks can contain both the positive and negative reviews. User can select the url of the mobile app. From the user click, user can identify the original or fake links. And also we can analyse the user behaviour or user interest by analysing the session history. From this analysis we can conclude, the most frequently used apps by users. K-means clustering algorithm is used to cluster the fake profile comments.
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INTRODUCTION

Today, most of us use android phone these days and also uses the play store capability normally. For example, as of the end of 2015, there are more than million Apps were developed at Apple’s store and Google Play. To manage the development of mobile Applications, App stores launched daily Application leader board, which shows the chart rankings of most popular applications. Leader board is one of the most important ways for promoting mobile Apps. The top application on the leader board usually leads to more number of downloads and million dollars in revenue. Therefore, app developer started advertising campaigns to promote the application ranked as high as possible in the leaderboard.

In recent trend, some shady application developers resort to fraudulent ways to deliberately boost their applications and eventually manipulate the chart rankings on an App store. Usually, this is implemented by using so-called “botfarms” or “human water armies” which increase the App downloads ratings and reviews in a very short time. Play store provide number of application but unluckily some of those applications are fraud. Such applications may cause damage to phone and also may be data thefts happen. Hence such applications must be identifiable, so that they will be useful for play store users. So we are developing a web application which will process the information based on ratings, ranking and reviews of the application using online analytic processing to give results in the
Related Work

In existing system, many methods are introduced. Web ranking spam refers to any deliberate actions which bring to selected web pages an unjustifiable favourable relevance or importance. The work of web ranking spam detection is mainly based on analysis of ranking principles of search engines, such as page rank and query term frequency. In online review spam method, identified the behavior of review spammers and model these behaviors to detect the spammers. Generally speaking, the related works of this study can be grouped into three categories.

The first category is about web ranking spam detection. Specifically, the web ranking spam refers to any deliberate actions which bring to selected web pages an unjustifiable favorable relevance or importance. For example, Ntoulas et al have studied various aspects of content-based spam on the web and presented a number of heuristic methods for detecting content based spam. Zhou et al have studied the problem of unsupervised web ranking spam detection. Specifically, they proposed an efficient online link spam and term spam detection methods using spam city. Recently, Spirin and Han have reported a survey on web spam detection, which comprehensively introduces the principles and algorithms in the literature. Indeed, the work of web ranking spam detection is mainly based on the analysis of ranking principles of search engines, such as Page Rank and query term frequency. This is different from ranking fraud detection for mobile Apps.

The second category is focused on detecting online review spam. For example, Lim et al have identified several representative behaviors of review spammers and model these behaviors to detect the spammers. Wu et al have studied the problem of detecting hybrid shilling attacks on rating data. The proposed approach is based on the semi supervised learning and can be used for trustworthy product recommendation. Xie et al have studied the problem of singleton review spam detection. Specifically, they solved this problem by detecting the co-anomaly patterns in multiple review based time series. Although some of above approaches can be used for anomaly detection from historical rating and review records, they are not able to extract fraud evidences for a given time period.

Finally, the third category includes the studies on mobile App recommendation. For example, Yan and Chen developed a mobile App recommender system, named Appjoy, which is based on user’s App usage records to build a preference matrix instead of using explicit user ratings. Also, to solve the sparsity problem of App usage records, Shi and Ali studied several recommendation models and proposed content based collaborative filtering model, named Eigenapp, for recommending Apps in their website Getjar. In addition, some researchers studied the problem of exploiting enriched contextual information for mobile App recommendation. For example, Zhu et al proposed a uniform framework for personalized context-aware recommendation, which can integrate both context independency and dependency assumptions. However, to the best of our knowledge, none of previous works has studied the problem of ranking fraud detection for mobile Apps.

Conclusion

It is the easiest way of fraud ranking detection system for the mobile Apps. Specifically, we first showed that the ranking fraud happened within the leading sessions and also provided a method for mining leading sessions for each App from its provided historical ranking records. Then, we can identify the ranking, rating and the review based evidences for detecting the ranking fraud. Moreover, we proposed an optimized the aggregation method to the integrate all the evidences for evaluating the credit for the mobile Apps. An unique view for this approach is that all the evidences can also be designed by statistical hypothesis tests, thus it can also be easy to be extended with other evidences to the detect ranking fraud. Finally, we here validate the system with extensive experiments on a real-world datas collected from the App store. Experimental results showed the effectiveness of the proposed approach. In the future, we plan to study more effective fraud evidences and to analyze the latent relationship among the rating, review and the rankings. Moreover, we will also extend our ranking fraud detection approach with other mobile App related to services, such as mobile Apps recommendation, for enhancing the user experience.
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